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Types of Risks 
(Examples)



Governance is the oversight role and the process to 
identify, manage, mitigate, and monitor RISK

Risk Identification Risk Management

 Audits internal & external

 Risk Assessments

 Help Lines for employees and 
customers to raise concerns

 Spot checks and investigations

 Informal communications

 External reporting

 Accept, Mitigate, Monitor, Avoid (based on 
risk appetite)

 Used in decision making
 Implement controls 
 Monitor 
 Investigation and Corrective action
 Logs, analysis and follow up training 
 Training, code of conduct, P&P’s, manuals, 

and enforcement
 Audits to confirm controls are effective and 

followed (Full Circle)



Controls

Examples:
 Risk Management framework

 Disaster Recovery Plan

 Independent Audits

 Business Continuity Procedure

 Policies and Procedures

 Training 

 Compliance Program

 Code of Conduct

 Regulatory oversight & 
reporting

 Preventative Controls
 Controls used to prevent an error before it occurs
 Authorizations, verification, segregation of duties, training, 

policies and procedures, discipline; testing prior to 
production 

 Detective Controls
 Controls used to discover errors or irregularities after they 

have already occurred
 Reconciliations, reviews of management reports, audits, 

open communication, monitoring, 

 Mitigating Controls
 Risk response used to manage, reduce, and monitor 

elevated risks identified by audits or assessments   



Board’s Role in Managing Risk

 The Board receives regular reports regarding the organization’s risk 
mitigation and compliance efforts—separately and independently—
from a variety of key players, including those responsible for audit, 
compliance, finance, legal, executive director, and other internal or 
external sources.

 Training and Ethics Requirements
 Voting on resolutions, contracts, expenditures, and major changes
 Internal and external audits, 
 Various Internal and External Reportings, 
 Independent Compliance program, laws, regulations, structure



An Independent Compliance Department ensures that an organization has
the processes and internal controls to meet the requirements imposed by
governmental bodies, regulators, industry mandates or internal policies

• Learns about its compliance responsibilities;
• Ensures that employees understand these responsibilities;
• Ensures that requirements are incorporated into business processes;
• Identifying and prioritizing potential risk areas to implement prevention and controls;
• Reviews operations to ensure responsibilities are carried out and legal requirements are 
met through audits and monitoring; 

• Takes corrective action and updates tools, systems, and materials as necessary:
• Periodic reviews of business practices, procedures, policies, and internal controls
• Independent “escape valve” allowing escalation of critical issues directly to the board;
• Provides regular reports to the Board; 
• Investigates and responds to complaints and regulatory inquires; and
• Enforces Compliance and code of conduct with discipline. 







Updates

Questions

Thank you
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